FGT5005 Memory Scraping

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Date | Who | Current text | Proposed text | Final text |
|  |  |  |  |  |
|  |  |  |  |  |

Description: An adversary may be able to read memory registers to discover privileged information such as local password comparison, encryption key etc.

An adversary can achieve this by scanning the physical memory used by a given software program. This will give the adversary access to any information that the program has access to, which could be sensitive. While memory scraping can affect components of any layer of the network, this type of threat has been primarily a focus of SDN application servers where adversary can have greater advantage if successful in discovering sensitive information (credentials such as token and keys).

Adversaries may use memory scraping to target different components of the core network, a core dump of an SDN controller (e.g. as the result of malicious software) can be used to exploit private data. Once successfully performed, memory scraping can be used to extract sensitive SDN data (e.g. flow rules at the northbound API).[[1]](#footnote-2)

Labelling:

* Sub-techniques: none
* Applicable Tactics: collection

Metadata:

* Architecture Segment: Impl-Virtualization
* Platform(s): SDN, Hosts
* Access type required: Administrative access, Access to install scraper malware
* Data Sources:
* Theoretical/Proof of concept/Observed: Observed

Procedure Examples: Target breach,

|  |  |
| --- | --- |
| **Name** | **Description** |
| Specific example if known | Many memory scrapers exist on the darkweb with varying features, including camouflage, self-destruction and C2 connections. Malware delivery is similar to other malware, but attacker scans network for right target for SDN controller or target host. A few Malware examples include Dexter, Soraya, ChewBacca and BlackPOS. |

Mitigations

|  |  |
| --- | --- |
| **Name** | **Description** |
| M1033 | Restricted Permissions to add software to SDN Controller and Network Elements for person and non-person accounts |
| FGM5090 | Logs from SDN Controller and network elements must be corelated to ensure unauthorize activity (file transfer, patch installs, process init) is reported. |
| M1047 | SDN controllers and network elements scanned for file changes and processes. |

Pre-Conditions

|  |  |
| --- | --- |
| **Name** | **Description** |
| Credential and Access to SDN Controller and network elements | Privileged Access to SDN controller and Network elements to transfer and install malware to the target host. |

Critical Assets

|  |  |
| --- | --- |
| **Name** | **Description** |
| SDN Controller and Network Elements (or any target host) | Adversary may target a particular network controller, network element, CI/CD, security, and operations tools to collect data |
| SDN Configurations file, Network flow tables | Adversary may target configuration or network flow data |

Detection

|  |  |
| --- | --- |
| **Name** | **Description** |
| DS0015 | Analyze logs to detect unauthorized activity |
| DS0029 | All inbound and outbound connections should be audited for unauthorized activity |

Post-Conditions

|  |  |
| --- | --- |
| **Name** | **Description** |
|  |  |
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